
Brug af AI, Cybersikkerhed, Org. cybersikkerhed
Fag: Brug af AI prompting i industrien

Fagnummer:
22634

Varighed
1 dag

AMU-pris:
DKK 218,00

Uden for målgruppe:
DKK 936,00

Målgruppe: Kurset er udviklet til ufaglærte og faglærte medarbejdere i større eller mindre
industrivirksomheder, der arbejder inden for de jobområder, hvor der tilbydes AMU-uddannelser.

Beskrivelse: Efter gennemført kursus har deltageren viden om:
De grundlæggende principper for kunstig intelligens (AI) og prompting i industrien.
Hvordan man prompter AI-værktøjer på grundlæggende niveau.
De mest brugte AI promptingværktøjer, man kan anvende i industrien.
Forskellige måder AI prompting kan anvendes på i industrien.
Ansvarlig brug af AI og overvejelserne bag brug af AI.

Efter gennemført kursus kan deltageren:
Forstå hvordan AI virker, og hvordan det kan bruges i praksis i industrien.
Prompte (på grundlæggende niveau) AI-systemer til forskellige typer af opgaver.
Bruge strukturerede AI-spørgeteknikker, så du får anvendelige svar, som understøtter dine
produktionsopgaver.

Fag: Basis cybersikkerhed i administrative job

Fagnummer:
22750

Varighed
1 dag

AMU-pris:
DKK 218,00

Uden for målgruppe:
DKK 822,55

Målgruppe: Kurset retter sig mod faglærte og ufaglærte administrative medarbejdere.

Beskrivelse: Deltageren kan i en administrativ funktion selvstændigt identificere almindelige
cybertrusler, såsom phishing, malware og social engineering, anvende grundlæggende
sikkerhedsværktøjer (f.eks. passwords, multifaktor-login, VPN og antivirus), håndtere personlige
enheder korrekt i arbejdssammenhæng samt følge organisationens politikker og gældende
lovgivning, så risikoen for databrud og sikkerhedshændelser reduceres.

Kontakt

Find kontakt via
hjemmesiden

Kursuspris

AMU:
DKK 654,00

Uden for målgruppe:
DKK 2.581,10

Tilmelding
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Fag: Organisatorisk cybersikkerhed i administrative job

Fagnummer:
22751

Varighed
1 dag

AMU-pris:
DKK 218,00

Uden for målgruppe:
DKK 822,55

Målgruppe: Kurset retter sig mod faglærte og ufaglærte administrative medarbejdere, der
arbejder med eller har berøring med organisationens it-systemer, datahåndtering og sikkerhed.

Beskrivelse: Deltageren kan i en administrativ funktion selvstændigt medvirke til
organisationens informations- og cybersikkerhedsarbejde ved at kunne identificere risici,
håndtere adgangskontrol, implementere udvalgte sikkerhedstiltag, samt rådgive om korrekt
håndtering af risikoen for cybersikkerhedstrusler, således at organisationens samlede
cybersikkerhed styrkes.
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